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SPECTRAL CHARACTERISTICS OF ONE-SIZED OXIDE FRUIT FOR 
PROTECTION FROM LITERARY LICENSE
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In this paper, the technology of passive protection of speech information from 
leakage through the opto-electronic channel was used due to the use of sprayed 
single-layer oxide Ю lms.
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The possibility of using protective Ю lms for protection of information from 
unauthorized reading by laser acoustic intelligence systems is considered. The 
analysis of literary sources on the problem of protection of the language information 
from reading of laser acoustic intelligence systems was carried out, as well as the 
study of the spectral characteristics of deposited Ю lms in the range of waves from 300 
to 1500 nm. The spectra of Ю lms for different types of glass are shown.

As a result of investigations of the spectral characteristics of the deposited 
Ю lms, it has been established that protective Ю lms reduce the effectiveness of the 
laser interception of speech information due to the sharply decreasing power of the 
reЯ ected signal. The high reЯ ection coefЮ cient of the visible light makes it unlikely 
(virtually impossible) the optical-optical exploration of the premises, including the 
control of information on the PC display screens through windows with glued Ю lms 
in the daytime and evening.

The work showed that the development of specialized Ю lms is of interest for the 
protection of information from laser acoustic intelligence systems, and can also be 
used in the Ю eld of modern technologies for the protection of objects.

Keywords - protective Ю lms, laser acoustic intelligence systems, spectral 
characteristics.
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Results. In the conducted study, when analyzing a signal of a secondary magnetic 
Ю eld from a body with magnetic properties, it has been shown that in a moving 
electrical prospecting system with combined generating and receiving loops, the 
in-phase component of the secondary magnetic Ю eld is a function of the changing 
angle between the horizontal and the direction to the body i.e.it is a product of two 
functions. By differentiating this product in the receiving loop, we obtain both the 
in-phase and quadrant components of the secondary Ю eld. The quadrant loop of 
components measured by the system has the form of a single sinusoid period, which 
changes a sign at the moment of its Я ight over the magnetic body. At this moment, 
the coordinates of the magnetic body are determined from the coordinates of the 
center of the loops. Such a system is more economical and can be used to search for 
bodies with both non-magnetic and magnetic properties. A structure that implements 
a loopback version of the electrical exploration system has been developed.

Novelty. The scientiЮ c novelty of the results obtained is in the derivation of a 
theoretical dependence for the quadrant component of the secondary magnetic Ю eld. 
Based on this dependence, an approximate graph of its loop has been presented. The 
structure of the device for the implementation of the electrical exploration system 
has been suggested. As carriers it has been suggested to use unmanned aerial vehicles 
(UAVs) (no more than 100), whose work is synchronized from one computer. This 
possibility has been proved in China, where thousands of UAVs were launched into 
the sky in April 2017, their work was synchronized from one computer.

Practical SigniЮ cance. A patent of Ukraine has been received for the developed 
structure of the electrical exploration system. The structure is characterized by a 
large depth of research, which at frequencies in units of Hz can be several hundred 
meters. The computational control part of the structure can be executed on the basis 
of a single-board computer, for example, Arduino.
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SPECTRAL CHARACTERISTICS OF ONE-LAYER OXIDE FILMS 
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Research Methodology. In the work the technology of passive protection of 
speech information from leakage through the optoelectronic channel has been used 
due to the use of sprayed one-layer oxide Ю lms.

Results. The paper considers the possibility of using protective Ю lms to protect 
the information from unauthorized reading by laser acoustic intelligence systems. 
The analysis of literary sources on the problem of protection of the speech 
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information from reading of laser acoustic intelligence systems has been carried 
out, as well as the study of the spectral characteristics of deposited Ю lms in the 
range of waves from 300 to 1500 nm. The spectra of Ю lms for different types of 
glass have been shown.

Novelty. As a result of studies of the spectral characteristics of the sprayed Ю lms, 
it has been established that protective Ю lms reduce the effectiveness of the laser 
intercepting means of speech information due to a sharp decrease in the power of the 
reЯ ected signal. The high reЯ ection coefЮ cient of the visible light makes it unlikely 
(virtually impossible) to make the optical exploration of the premises, including 
control of information on the PC display screens through windows with glued Ю lms 
in the daytime.

Practical SigniЮ cance. The development of specialized Ю lms is of interest for 
the protection of information from laser acoustic intelligence systems, and can also 
be used in the Ю eld of modern technologies for the protection of objects.
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Research Methodology. The method of adaptive structural-functional synthesis 
of the logical infrastructure of the corporate network has been suggested for ensuring 
the requirements to the network's performance, the efЮ ciency of data delivery and 
the quality of customer service. In the course of research, the following theoretical 
principles such as the theory of mass service systems, the theory of optimization, 
the theory of telecommunication systems, the theory of hierarchical systems, 
mathematical and simulation modeling have been used. 

Results. The reliability of the estimation of the admissible number of virtual 
nodes of the multiservice corporate network from 1.1 to 5.1 times has increased and 
the forecasting of the latency of service from end to end in conditions of Я uctuation 
of heterogeneous trafЮ c from 4 to 30%, depending on the target orientation of the 
network infrastructure. 

Novelty. For the Ю rst time, the method of decomposing the structure of a network 
router has been suggested. This method is based on the structural and functional 
model of virtualization of its resources, which made it possible to reduce the 
Я uctuations of the time parameters of service of different types of trafЮ c that arise 
due to Я uctuations in their intensity, maintain speciЮ ed service quality parameters, 
and evaluate the efЮ ciency of scalable network solutions of corporate class. 


